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Brands included: Texecom Cloud Services 
Texecom Connect (app) 
Texecom Monitor 
SmartCom 

 
 Indicate one option only with an ‘X’ 

Is this a first-time registration? X 
Is this a change to an existing registration*?  

Is this a renewal (with no changes)?  

Is this a renewal (with changes)*?  

*If there are any changes, list here? 

 
Manufacturer name:  Texecom Limited  
Manufacturers registered address:  Bradwood Court, Haslingden, BB4 4PW, UK  

Primary contact name:  Alexander Toohie  
Primary contact email address:  AToohie@Texe.com  

 

 

I declare that the products listed below are subject to the requirements of CySPAG Security equipment 
manufacturers cybersecurity registration scheme (list of product codes). 

 

 

I declare that the information submitted in the table below is available in the public domain and is regularly 
reviewed to ensure that it remains relevant to the products listed above. 

Requirement Manufacturers documented response 
(URL links to documentation in the public domain) 

Details of how the manufacturer operates a 
Secure development lifecycle (non-confidential 
information only). 

See Texecom Cloud Services Secure Development 
Policy  

How critical updates are communicated? See Texecom Security and Resilience Provisions 
page 2.  

How Non-critical updates are communicated? See Texecom Security and Resilience Provisions 
page 2. 

Documented product support process including 
how the withdrawal of security update support is 
communicated? 

See Texecom Security and Resilience Provisions 
page 2. 

Vulnerability disclosure policy, (inc. how to 
disclosure a vulnerability)? 

See Texecom Security and Resilience Provisions 
page 2. 

CELA-0050-2 
CELA-1000-2 

mailto:AToohie@Texe.com
https://cloud.texe.com/public/publicdocs/download?publicdoc_ref=Devpolicy
https://cloud.texe.com/public/publicdocs/download?publicdoc_ref=Devpolicy
https://cloud.texe.com/public/publicdocs/download?publicdoc_ref=Sec_res_whitepap
https://cloud.texe.com/public/publicdocs/download?publicdoc_ref=Sec_res_whitepap
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I declare that the information submitted in the table below has been shared with the BSIA and is regularly reviewed 
to ensure that it remains relevant to the products listed. 

 

Requirement Note: This could be on a per product basis or 
series of products, please be clear in the 
submission what is being evidenced. How to operate products securely? 

See Texecom SmartCom Monitor Manual sections 4, 5, 6.  

How to install products securely? 
See Texecom SmartCom Monitor Manual sections 4, 5, 6. 

How to configure products securely? 
See Texecom SmartCom Monitor Manual sections 4, 5, 6. 

How to commission products securely? 
See Texecom SmartCom Monitor Manual sections 4, 5, 6. 

How to decommission products securely? 
See Texecom Cloud Guide Decommission Monitor Dec2022. 

Process for updating products and where to access updates? 
See Texecom Cloud Guide Panel Firmware Update Rev2 
Dec2022 and Texecom Cloud Guide SmartCom Firmware 
Upgrade Rev1 Dec2022. 

All the requirements of this table could be covered by documents that are available to the installer. Please attach 
the document or provide a URL link where possible (physical documentation will not be retained or shared with 
others). 

 
 

I declare that: 

• the information provided in this self-declaration is accurate and current. 

• the requirements of the current version (issue 1, dated April 2021) of BSIA Form 343 (Manufacturers of safety 
and security systems cybersecurity code of practice) has been implemented by the manufacturer specified and 
applies to the products listed. 
Cyber security also added as a standing item on the biweekly meeting of the Digital Delivery Team 

• any information required by the supply chain to effectively operate, install, configure, commission, 
decommission the products listed and where to access updates is available as appropriate. 

• the CySPAG Manufacturer logo will be used only in accordance with the current version of the CySPAG 
Manufacturer logo guidelines. 

• the most recently signed and accepted self-declaration, the vulnerability disclosure policy & the security update 
support policy will be available in the public domain and reviewed regularly. 

 
This commitment remains valid for a period of 12-months from the date of acceptance by the BSIA (from the 
original acceptance date if this is an update during a current declaration period) or until this declaration is 
superseded by an updated declaration or until the declaration is withdrawn. 

https://app.texecompro.com/storage/app/uploads/public/635/aa3/eb9/635aa3eb9b207883841202.pdf
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Name of duly authorised person making this declaration:  Alexander Toohie  

Signature of the duly authorised person making this declaration:   

Role within the manufacturing organisation:  Compliance Manager  

Date signed:  2022-12-22  
 
 

 

 
BSIA duly authorised person accepts this self-declaration as being accurate as of   

and therefore accepts this manufacturer as a CySPAG registered manufacturer effective from the date above. 

 
BSIA duly authorised person name:   

BSIA duly authorised person signature:   
 

Email your completed form to info@cyspag.co.uk 

mailto:info@cyspag.co.uk

